Al-powered security
against information
threats




About us

Osavul emerged as a response to the Russian invasion of Ukraine.

As Ukrainians, we realize the role of information in the modern world and know how to respondto
iInformationthreats.UsingOsavul'stechnologies,ourpartnersconductcutting-edge information environment
assessment, reveal disinformation and protect their organizations,assetsandsocietyfrom

iInformat ion t hreat s.

All our efforts are dedicated to assisting democratic governments in protecting their citizens and guarding
responsible business organizations against information threats, building media resilience together with society.

Osavul stands on democratic values, freedom of speech, self-determination, and self- expression for
each individual.
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FIMI Is already an establsihed threat to the EU

The European External Action Service's EU 2nd
Report on Foreign Information Manipulation and
Interference (FIMI) reveals a stark reality: FIMI
attacks are a global threat. The report
underscores that 49% of these incidents
directly targeted countries or their
representatives, with a total of 480 cases
analyzed.
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“Only when we will
have clarity on the
nature of the problem
can we try to define
and implement
proper responses.”
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JOSEP BORELL

HIGH REPRESENTATIVE OF THE
UNION FOR FOREIGN AFFAIRS AND
SECURITY POLICY
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https://blog.gitnux.com/fake-news-statistics/



Disinformation is number 1 economic threat
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“Emerging as the most severe global risk anticipated *'* 1Stk Edition

over the next two years, foreign and domestic actors -w‘:
alike will leverage Misinformation and disinformation
to further widen societal and political divides..”

REFORT

FIGURE C Global risks ranked by severity over the short and long term

10 years

—— — —— T
| @
x

meoiuntany migration
Socetal polanzatior

'?usavul

https://blog.gitnux.com/fake-news-statistics/



Osavul Is the solution

Al-powered Analytical 4 Threat
threat module Sharingand
identification Collaboration



Theapproachtoinformationsecurity

IS changing
Old approach Osavul approach
° Manual monitoring Monitoring byAl
° Manualidentification of threats Automatedidentificationofthreats
° Workinginsilos,nocollaboration Toolstocollaboratebetween
betweenstakeholders stakeholders
° Notrackingofeffectivenessofthe Trackingandmanagingthe
response responseefforts
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What data can be
analysed?
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Telegramchannels,
chatsand
communities

Publicpagesand
influencersinFB

InfluentialTwitter
accounts

(1] Tube

Videos,transcriptions
andcomments

Publicpagesand
influencersinVK

. Tik Tok monitoring

Majormediaandnews
websitesglobally




What are analytical
capabilities?
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Al-powered _ Disinformation
narrativessearchand B lEssEren identification
analysis
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Sentiment analysis Threat intelligence Identificationof state-
affiliatedsourcesand
messages
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Why Osavul is well-positioned to address the

market
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Developedina

partnershipwith Testedina real-war

e conditions
security institutions
>
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Innovative vision Unique datasets
to solvethe problem andexperienceinAl

development

Experienced founders who

successfully exited Al
startup

10+partnersin
Europe,theUSand

Ukraine



Contact

iInfor@osavul.cloud

Website: www.osavul.cloud
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